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Πρακτικός Οδηγός  Χορήγησης Ψηφιακής Υπογραφής 
μέσω  

Portal Ολομέλειας 
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BHMA 1 
1.Πληκτρολογούμε την διεύθυνση του Portal  της Ολομέλειας: https://www.olomeleia.gr/ 

Συνδεόμαστε με τους κωδικούς μας. 

 

https://www.olomeleia.gr/
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2. Στην οριζόντια γραμμή πατάμε Υπηρεσίες για Δικηγόρους και στην κάθετη στήλη πατάμε: Αίτηση 
χορήγησης Ψηφιακού Πιστοποιητικού(Νέο μέσω gov)

 
 

 

3. Αμέσως ανοίγει η καρτέλα : Εφαρμογή Έκδοσης Εγκεκριμένων Πιστοποιητικών Ηλεκτρονικής 
Υπογραφής 

Τα στοιχεία μας έχουν «αντληθεί»  από  το taxis και  είναι  προσυμπληρωμένα, όποιο στοιχείο δεν 
είναι συμπληρωμένο το συμπληρώνουμε και πατάμε Υποβολή. 
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4 .Πατώντας το «Υποβολή» εμφανίζεται ενημέρωση για επιβεβαίωση του email του χρήστη. 
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Ο χρήστης λαμβάνει το παρακάτω email, στο οποίο θα πρέπει να πατήσει τον σύνδεσμο 

«Σελίδα Εισόδου» 

 

 
5. Όταν ολοκληρωθεί η επιβεβαίωση, ο δικαιούχος συμπληρώνει το επιθυμητό username που θα 
χρησιμοποιεί για την εγκεκριμένη ηλεκτρονική του υπογραφή καθώς και την επιθυμητή μέθοδο 
λήψης OTP (One Time Password): 

 

Το username μπορεί να αποτελείται από λατινικούς χαρακτήρες, αριθμούς και τα σύμβολα .(τελεία) και – 

(μεσαία παύλα). Θα πρέπει να ξεκινάει υποχρεωτικά με κάποιο λατινικό χαρακτήρα και να μην τελειώνει 

με κάποιο σύμβολο. Θα πρέπει να είναι μεγαλύτερο των 4 χαρακτήρων και να μην ξεπερνάει τους 20. 

Οι πιθανές μέθοδοι λήψης OTP είναι: 

a. Μέσω κινητού τηλεφώνου με τη χρήση της εφαρμογής Google Authenticator (την οποία 
εγκαθιστά από το Play Store / Android – App Store / iOS). 

b. Με αποστολή email το οποίο περιέχει τον κωδικό μιας χρήσης OTP 

 

6.Εφόσον συμπληρωθούν όλα τα απαραίτητα πεδία, επιλέγει «Επόμενο». 
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7. Ο δικαιούχος επιλέγει τη μέθοδο ταυτοποίησης των στοιχείων του 

 
 

 
Οι πιθανές επιλογές ταυτοποίησης για τους δικηγόρους είναι οι εξής: 

 
• Αρχή με αρμοδιότητα βεβαίωσης γνησίου υπογραφής (ΚΕΠ ή αντίστοιχης αρμόδιας αρχής): Ο 

δικαιούχος θα πρέπει να λάβει γνήσιο υπογραφής στα απαιτούμενα έγγραφα (τα οποία 
λαμβάνει μέσω email) και να τα αποστείλει μέσω ταχυδρομείου στη διεύθυνση που 
αναγράφεται. Η ταχυδρομική αποστολή γίνεται σε συγκεκριμένους χώρους της Αρχής Εγγραφής, 

των οποίων οι διευθύνσεις και τα στοιχεία επικοινωνίας είναι εμφανή στην οθόνη επιλογής 

μεθόδου ταυτοποίησης της εφαρμογής. 

 
• Αυτοπροσώπως, με τη μετάβαση του δικαιούχου στη διεύθυνση που αναγράφεται. 

(Σημείωση: Σε περίπτωση που επιλέξει «Αυτοπροσώπως», εμφανίζεται πεδίο επιλογής 
επιθυμητής ημερομηνίας προγραμματισμού του ραντεβού). 
Η φυσική ταυτοποίηση γίνεται σε συγκεκριμένους χώρους της Αρχή Εγγραφής, των οποίων οι 

διευθύνσεις και τα στοιχεία επικοινωνίας είναι εμφανή στην οθόνη επιλογής μεθόδου 

ταυτοποίησης της εφαρμογής. 
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Όταν ο δικαιούχος επιλέξει μέθοδο ταυτοποίησης και πατήσει «Αποστολή για έγκριση» (και εφόσον έχει 

εγκριθεί το ραντεβού από τον ΥΤαΔ σε περίπτωση «αυτοπροσώπως»), θα αποσταλεί ενημερωτικό 

αυτοματοποιημένο email στον δικαιούχο (ανάλογο της μεθόδου ταυτοποίησης που έχει επιλέξει): 
 

 
 

 

 

Στο email μας έχουν αποσταλεί 2 συνημμένα αρχεία, η αίτηση και οι όροι σύμβασης τα οποία και 
εκτυπώνουμε. 

 

BHMA 2 
Απαιτείται γνήσιο της υπογραφής (ταυτοποίηση δικηγόρου) είτε από τα Κ.Ε.Π. είτε από τον Δικηγορικό 
Σύλλογο Πειραιά (τμήμα Λογιστηρίου) στα εξής 3 έγγραφα : 

α) Αίτηση 

β) Όροι Σύμβασης Συνδρομητή 

γ) Φωτοτυπία της Αστυνομικής Ταυτότητας ( σε μια σελίδα και οι δύο όψεις) 

Για το γνήσιο της υπογραφής είναι απαραίτητο και τα 3 παραπάνω έγγραφα να 
φέρουν την σφραγίδα του δικηγόρου.  
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BHMA 3 

 
Ανάλογα με την επιλογή που έχετε κάνει τα επικυρωμένα έγγραφα πρέπει να αποσταλούν στον πάροχο  (BYTE  
COMPUTER ABEE)  ταχυδρομικώς (με ΕΛΤΑ ή  COURIER) ή να παραδοθούν αυτοπροσώπως. 

 

 

   

BHMA 4 
 

1.Όταν θα ολοκληρωθούν τα απαραίτητα βήματα από τον ΥΤαΔ και τον ΥπΕΨηΠ, ο δικαιούχος 

λαμβάνει ενημερωτικό email για τη συνέχεια της έκδοσης: 
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2.Μόλις λάβουμε το ενημερωτικό email πατάμε την επιλογή ΣΕΛΙΔΑ ΕΙΣΟΔΟΥ και ανοίγει το 

παρακάτω παράθυρο που μας ζητάει να εισάγουμε Κωδικό Επαλήθευσης. 

 

 

 

3. Σε περίπτωση που έχει επιλεγεί μέθοδος λήψης ΟΤΡ μέσω κινητού, ο δικαιούχος σαρώνει το 

QR Code που φαίνεται στη μέση του κειμένου μέσω της εφαρμογής που έχει εγκαταστήσει στο 

κινητό του, ώστε να πραγματοποιηθεί ο συγχρονισμός με τη συσκευή. 
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4.Στο επόμενο βήμα, ο δικαιούχος καλείται να ορίσει τον προσωπικό κωδικό (password), τον οποίο θα 
χρησιμοποιεί στην εγκεκριμένη ηλεκτρονική του υπογραφή: 

 

 

 

Ο κωδικός θα πρέπει να αποτελείται από τουλάχιστον οκτώ (8) χαρακτήρες, με τουλάχιστον έναν (1) 

χαρακτήρα από τις κατηγορίες a – z, A – Z, 0 – 9 και τα σύμβολα !@#$%^&*()_- 

Εφόσον συμπληρωθούν τα απαραίτητα πεδία (password, OTP) και συμφωνήσει με τους Όρους 

Χρήσης, επιλέγει «Έκδοση Εγκεκριμένου Πιστοποιητικού Ηλεκτρονικής Υπογραφής». 

 

 
5. Σε αυτό το στάδιο, ζητείται από τον χρήστη να καταχωρήσει δεύτερο κωδικό ΟΤΡ για την ολοκλήρωση 
της διαδικασίας. Δεν θα πρέπει να γίνει ανανέωση ή κλείσιμο της σελίδας μέχρι να ολοκληρωθεί η 
διαδικασία!
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6. Με την ολοκλήρωση και αυτού του βήματος, ο δικαιούχος έχει ενεργοποιήσει το Εγκεκριμένο 
Πιστοποιητικό του Ηλεκτρονικής Υπογραφής και είναι έτοιμο προς χρήση. 
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7.Ο χρήστης λαμβάνει ένα ενημερωτικό email για την επιβεβαίωση της έκδοσης του 

Εγκεκριμένου Πιστοποιητικού Ηλεκτρονικής Υπογραφής: 

 

 
 
 

 

Υπενθυμίζουμε ότι ο δικαιούχος θα πρέπει να διαφυλάξει τα στοιχεία 
πρόσβασής του (username και password). Απώλεια του προσωπικού 
κωδικού πρόσβασης απαιτεί ανάκληση και επανέκδοση του εγκεκριμένου 
Πιστοποιητικού Ηλεκτρονικής Υπογραφής. 

Επίσης, σε περίπτωση που έχει επιλέξει μέθοδο λήψης ΟΤΡ μέσω κινητού, 
ο δικαιούχος θα πρέπει να διαφυλάξει τα QR Codes, καθώς δεν είναι 
δυνατή η επαναποστολή τους. 
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     Ανάκληση Εγκεκριμένου Πιστοποιητικού Ηλεκτρονικής Υπογραφής 
Η εκκίνηση της διαδικασίας ανάκλησης, εκκινεί μέσω της σχετικής σελίδας του gov.gr, 

https://www.gov.gr/ipiresies/polites-kai-kathemerinoteta/elektronikes-upographes/anaklese- 

aules-elektronikes-upographes-politon-kai-eidikon-epaggelmation 

Από αυτή τη σελίδα, ο δικαιούχος  που επιθυμεί την αίτηση ανάκλησης του πιστοποιητικού του, επιλέγει, 
 

 

 

 

1. Η αρχική σελίδα που καλείται να συμπληρώσει  ο δικαιούχος για την ανάκληση του 
εγκεκριμένου Πιστοποιητικού Ηλεκτρονικής Υπογραφής: 
 

 

https://www.gov.gr/ipiresies/polites-kai-kathemerinoteta/elektronikes-upographes/anaklese-aules-elektronikes-upographes-politon-kai-eidikon-epaggelmation
https://www.gov.gr/ipiresies/polites-kai-kathemerinoteta/elektronikes-upographes/anaklese-aules-elektronikes-upographes-politon-kai-eidikon-epaggelmation
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Ο δικαιούχος θα πρέπει να δημιουργήσει μία Υπεύθυνη Δήλωση μέσω gov.gr. 

Ακολουθώντας την ίδια διαδικασία όπως και στην έκδοση Ψηφιακού 

Πιστοποιητικού . 

 

 
2. Στη συνέχεια ο δικαιούχος καλείται να συμπληρώσει το πεδίο στην περιγραφή 

θέματος ώστε να σταλεί το αίτημα ανάκλησης στον αρμόδιο: 

 
 
 

 
Όταν ο αρμόδιος υπάλληλος ολοκληρώσει την διαδικασία της ανάκλησης, ο 

χρήστης λαμβάνει mail ενημέρωσης ότι το Πιστοποιητικό ανακλήθηκε. 

 

 

 


